The Global FinCyber Utility

Sophisticated cybersecurity defenses can still be vulnerable, especially through third party suppliers. In addition, attacks cross borders with increasing speed, beginning in one country and quickly spreading around the world. In this environment, no one financial firm can invest enough to anticipate all threats, all the time.

The Financial Services Information Sharing and Analysis Center (FS-ISAC) is the only global cyber intelligence sharing community solely focused on financial services. Serving financial institutions and in turn their customers, the organization leverages its intelligence platform, resiliency resources, and a trusted peer-to-peer network of experts to anticipate, mitigate and respond to cyber threats. Members represent $100 trillion in assets in more than 70 countries.

Industry-wide cross-border sharing enables firms to pool resources, expertise, and capabilities to better manage cyber risks and incident response.

Intelligence

FS-ISAC’s Global Intelligence Office analyzes member submissions and other sources for threat indicators and vulnerabilities specifically relevant to the financial sector, and distributes real-time threat alerts, assessments and mitigation strategies to members. This industry-wide, sector-specific intelligence is not available from any other vendor or organization in the world.

Resilience

FS-ISAC conducts cybersecurity exercises to help members practice defending against emergent threats. Members know that they can test their responses in a secure, trusted environment where all participants are bound by the same protocols.

Trust

FS-ISAC provides opportunities to connect with other members, both at annual summits and smaller events focused on specific regions and industry sub-verticals.

Regional Focus: APAC

~20 Countries

~2000 Intelligence Exchange Users

“Meaningful threat intelligence gives our security team at IAG an advantage over the attackers and reduces cyber risk. By sharing the criminal’s tactics, members throughout the region knew when they were likely to get hit and were therefore able to defend against attacks.”

Craig Hall
Threat Analytic Cell Manager, IAG

Membership Benefits

• Threat intelligence platform: Receive critical cyber intelligence tailored to your needs.
• Threat calls: Regular briefings on cyber threats, trends, and the regional threat landscape.
• STIX/TAXII or MISP feed integration: Near-instantaneous delivery of IOCs and threat intelligence data to members’ systems.