Industry-wide cross-border sharing enables firms to **pool resources, expertise, and capabilities** to better manage cyber risks and incident response.

### Intelligence
FS-ISAC’s Global Intelligence Office analyzes member submissions and other sources for threat indicators and vulnerabilities specifically relevant to the financial sector, and distributes real-time threat alerts, assessments and mitigation strategies to members. This **industry-wide, sector-specific** intelligence is not available from any other vendor or organization in the world.

### Resilience
FS-ISAC conducts cybersecurity exercises to help members practice defending against emergent threats. Members know that they can test their responses in a **secure, trusted environment** where all participants are bound by the same protocols.

### Trust
FS-ISAC provides opportunities to **connect** with other members, both at annual summits and smaller events focused on specific regions and industry sub-verticals.

---

**Regional Focus: EMEA**

- **~50 Countries**
- **~2700 Intelligence Exchange Users**

**Membership Benefits:**
- Threat Calls
- Annual Summit
- Exercises
- Regional Briefing

The FS-ISAC Global Intelligence Office (GIO) also coordinates with other cybersecurity organizations, companies, and agencies around the world to ensure actionable and timely cyber intelligence is disseminated to our members. GIO is a 24-7, follow-the-sun operation with teams in Singapore, the Netherlands, the United Kingdom, and the United States.